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SUMMARY of CHANGE
AR 190–45
Law Enforcement Reporting

This regulation has been completely revised. Changes have been made to all
chapters and appendixes. Major changes include:

o Establishing revised procedures for processing Freedom of Information and
Privacy Acts requests for information (Ch 3)

o Offense Reporting and mandatory use of the Offense Reporting System-2 (Ch 4)

o Submission of criminal history to the Federal Bureau of Investigation(FBI)
(para 4-10)

o Army Quarterly Trends and Analysis Report (Ch 5)

o Victim and Witness Assistance Procedures (Ch 6)
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H i s t o r y .  T h i s  p u b l i c a t i o n  p u b l i s h e s  a
revision. Because the publication has been
extensively revised, the changed portions
have not been highlighted.
S u m m a r y .  T h i s  r e g u l a t i o n  e s t a b l i s h e s
policies and procedures for offense report-
ing within the Army, Department of De-
fense, and the Department of Justice. It
implements Department of Defense Direc-
t i v e  7 7 3 0 . 4 7  f o r  l a w  e n f o r c e m e n t  p u r -
p o s e s  a n d  D e p a r t m e n t  o f  D e f e n s e
I n s t r u c t i o n  1 0 3 0 . 2  f o r  l a w  e n f o r c e m e n t

purposes. The regulation mandates the use
of the Offense Reporting System-2, im-
plements reporting requirements for Vic-
t i m  W i t n e s s  A s s i s t a n c e  p r o g r a m s
mandated by Federal law and the Depart-
ment of Defense, and submitting finger-
p r i n t  c a r d s  t o  t h e  C r i m i n a l  J u s t i c e
Information Systems, Federal Bureau of
Investigation.

Applicability. This regulation applies to
the Active Army and U.S. Army Reserve,
Department of the Army civilian police
a n d  s e c u r i t y  g u a r d  a c t i v i t i e s ,  a n d  c o n -
tracted or contractor security force opera-
tions and activities. It also applies to the
Army National Guard of the United States
when federalized under title 10, United
States Code. This regulation is required
during mobilization.

Proponent and exception authority.
The proponent of this regulation is the
Deputy Chief of Staff for Operations and
Plans. The proponent has the authority to
approve exceptions to this regulation that
a r e  c o n s i s t e n t  w i t h  c o n t r o l l i n g  l a w  a n d
regulations. Proponents may delegate the

approval authority, in writing, to a divi-
sion chief in the grade of colonel or the
civilian equivalent.

Army management control process.
This regulation contains management and
control provisions, but does not identify
k e y  m a n a g e m e n t  c o n t r o l s  t h a t  m u s t  b e
evaluated.

S u p p l e m e n t a t i o n .  S u p p l e m e n t a t i o n  o f
this regulation and establishment of local
and command forms are prohibited with-
o u t  p r i o r  a p p r o v a l  o f  H Q D A  ( D A M O -
ODL), WASH DC 20310-0440.

Suggested Improvements. Users are
invited to send comments and suggested
improvements on DA Form 2028 (Recom-
m e n d e d  C h a n g e s  t o  P u b l i c a t i o n s  a n d
Blank Forms) directly to HQDA (DAMO-
ODL), WASH DC 20310-0440.

Distribution. This publication is availa-
ble in electronic media only and is in-
tended for command levels C, D, and E
for the Active Army, the Army National
Guard of the United States, and the U.S.
Army Reserve.
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Chapter 1
Introduction

1–1. Purpose
This regulation—

a. Prescribes policies, procedures and responsibilities on the preparation, reporting, use, retention, and disposition of
DA Form 3975 (Military Police Reports) (MPR) and documents related to law enforcement activities, DA Form
3975–1 (Military Police Report-Additional Offenses), DA Form 3975–2 (Military Police Report-Additional Subjects),
DA Form 3975–3 (Additional Victims), DA Form 3975–4 (Military Police Report-Additional Persons Related to
Report), and DA Form 3975–5 (Military Police Report-Additional Property).

b. Implements crime reporting requirements of the Uniform Federal Crime Reporting Act (Sec 534 note of title 28,
United States Code), the Brady Handgun Violence Prevention Act (Sec 922 note of title 18 United States Code), and
the Victim Rights and Restitution Act (Sec 10601 et seq. title 42 United States Code).

c. Prescribes policies and procedures for submitting criminal history data (fingerprint cards) to the Criminal Justice
Information Systems (CJIS) Federal Bureau of Investigation (FBI).

d. Mandates the use of the Offense Reporting System 2 (ORS-2) as the automated reporting system to standardize
law enforcement reporting throughout the Army providing commanders, Headquarters Department of the Army
(HQDA), and the Department of Defense (DOD) a record of MPRs and services.

1–2. References
Required and related publications and prescribed and referenced forms are listed in appendix A.

1–3. Explanation of abbreviations and terms
Abbreviations and special terms used in this regulation are explained in the glossary.

1–4. Responsibilities
a. The Deputy Chief of Staff for Operations and Plans (DCSOPS) is responsible for—
(1) Establishing policy on the preparation, use, and disposition of military police records and forms.
(2) Overall reporting of crime within the Army, and the development of Army-wide crime statistics.
(3) Establishment and management of the ORS-2 system as the automated military police reporting system within

the Army to include the Crime Records Data Repository (CRDR) within the system. This includes procedures for
entering records, retention of records, dissemination of records and use of such records by Department of the Army
(DA), DOD agencies, and Federal, state, and local law enforcement agencies.

(4) Coordinating law enforcement reporting to the CJIS, Federal Bureau of Investigation (FBI) and the Department
of Justice (DOJ).

b. Commanders of major Army commands (MACOMs) will ensure that subordinate installation commanders—
(1) Utilize the ORS-2 system to meet reporting requirements prescribed in this regulation.
(2) Comply with all referenced provisions of Federal law in this regulation.
(3) Submit required criminal history data to the U. S. Army Crime Records Center (USACRC) for transmittal to

CJIS.
c. The Commanding General, U.S. Army Training and Doctrine Command will ensure that ORS-2 technical training

for functional users is incorporated into the instructional programs of service schools.
d. The Director U.S. Army Crime Records Center is responsible for—
(1) Receiving MPRs prepared per this regulation and related Army law enforcement regulations, policies, and

procedures.
(2) Maintaining records that support entries made in the CJIS, FBI This includes the criminal history file of the

National Crime Information Center (NCIC).
(3) Responding to requests for information received from local, state Federal, and international law enforcement

agencies.
(4) Responding to requests for military police reports submitted under the Freedom of Information or Privacy Acts.
(5) Processing amendment requests under the Privacy Act in coordination with installation provost marshals.
e. Installation provost marshals will comply with crime records and reporting requirements of this regulation and

ensure that documents and forms are accurately completed and forwarded as prescribed in this regulation. They also
respond to routine requests for information received from local, state, Federal, international law enforcement agencies,
and Privacy and Freedom of Information Act requests for information.

f. The systems administrator, appointed in writing by the installation provost marshal, is responsible for maintaining

1AR 190–45 • 20 October 2000




